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The World’s Largest, Most Powerful C5ISR System
Now Incorporates XQ Zero Trust

XQ enables AGIS’ MDDL C5ISR System to meet Zero Trust NIST 800-171 
advanced encryption, routing and data management compliance requirements. 
All data, PTT and Video is protected by double encryption.

All  AGIS/XQ MDDL C5ISR users operate in a Zero Trust environment  while 
processing 10,000s of Real Time Radar, ELINT, UAV, AIS, ADS-B, GPS Tags, 
Weather and Intelligence data from military and commercial satellite sensors.

AGIS’ MDDL C5ISR system operates on Android, iPhone, PC and 
Apple MacBooks. 

XQ Zero Trust enables the exchange of C5ISR data and PTT and Video with 
1,000s of other AGIS  MDDL systems, all within a Zero Trust environment.

The AGIS MDDL system enables a synchronized COP between Link-16, JVMF, 
OTH Gold and NATO NFFI, ADEM and NVG users.

AGIS’ MDDL PC operators can view and can interact with the totality of the 
data being received by the interfacing C5ISR systems.

The AGIS’ XQ integrated Zero Trust system operates on Cloud or on-Premise 
Servers with soon to be available automatic failover between servers.

Can’t believe it? See the redacted U.S. Defense Information Systems video --- 
https://www.youtube.com/watch?v=Y1IyMA7wsls

To download a Thick Client evaluation copy of LifeRing, go to: 
www.agisinc.com/download or email us at support@agisinc.com. All other inquiries, please contact Jason 

A’Hearn jahearn@agisinc.com or Cap Beyer at beyerm@agisinc.com or by phone at 561-744-3213
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